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YnpaBneHune HenpepbIBHOCTLIO NPOLLECCOB Ha 00BbEeKTax
KPUTUYECKOM MH(hpOPMaLMOHHON MHPPACTPYKTYPbI B IHEpPreTuke
C No3numn MHcpopmMmaumMoHHON 6e30nacHOCTU

A.C. Mun3zos, A.1O. Hesckuii, M.A. ITacoBa

O60CHOBaHO BBEJCHHE HOBOIO MEXaHH3Ma B CHCTeMY yIpasieHus: nHpopmannonHoi 6e3onacuoctbio (UB) mst 00beKTOB KpUTH-
yeckoil napopmanuonHoit nHppactpykrypsl (KH), ocHoBaHHOTrO Ha 00ECIIEYCHNN HENPEPHIBHOCTHU IIPOIECCOB YIPABICHUS 00b-
exTamu dHepreTuku. CyIecTByloliee HOPMaTUBHO-TIpaBoBoe obecneuenne nHpopmanuonHoii 6ezomacnoctsio KMU ne paccmarpu-
BaeT MEXaHU3MBbI 00€CIIEUEHUST HETTPEPBIBHOCTH MPOIIECCOB KaK KOMIIJIEKCHYIO cucTeMy BoccTtaHoBieHnss KMU mpu BO3HUKHOBEHUH
HHITUICHTOB HHPOPMAITHOHHOM 0€30MaCHOCTH Ha 00BEKTaX SHEPTCTUKH.

[Tpu npoBeeHNN HCCIIe0BAHHUH MCITOIF30BaHbI CHCTEMHBIN aHAIM3 AJIS OIIMCAHUS MEXaHU3Ma HellpephIBHOCTH ynpasinenus 1B, Te-
Opus PUCKOB H €€ TIPIIIOKEHNs B chepe nHPOPMATNOHHON 6€30MacHOCTH, anredpa JJOTUKH JJIsl OMUCAHUS YCIOBUH M OTPaHUYCHUH,
TIPH KOTOPHIX (DYHKIIMOHUPYET MEXaHH3M HENPEPBIBHOCTH YHPABICHUS HHPOPMAIHOHHON 6€30MacHOCTBIO, TEOPHS HEUETKUX MHO-
XKECTB U BEJINUUH JUIA pacyeTa oKa3aTesieil pucKoB 00ecleyeHns HeMpepbIBHOCTU CHCTEMBbI 3aIUThl HHpOopManuy B oobexTax KNU.
[Tony4eHHbIe pe3yabTaThl HE MPOTHBOPEYAT CYIIECTBYIOIIUM HOPMAaTUBHBIM JOoKyMeHTaM 1o 3amure KU 1 MoryTt GbITh HCIIOIb-
30BaHbI JJIS1 YCUIICHUS 3aIIUTHBIX CBOMCTB OOBEKTOB YHEPIeTUKHU IPU MOSBICHUN HHIUACHTOB B, MpUBOASIINX K OCTAHOBKE 3TUX
00BEKTOB. DTH PEUICHNUS SBIAIOTCSA YKOHOMHUECKH 000CHOBAHHBIMU.

CymiecTByrolie HOpMaTuBHbIE JOKyMeHTHI o 3amuTte KM ocHoBaHBI Ha oOecredeHnu KOH(QHUAEHIHNAIbHOCTH, IIETOCTHOCTH U
JOCTYITHOCTH MH(pOPMAaIUK B HHPOPMALMOHHBIX CHCTEMax M c1abo pearnpyroT Ha BO3MOXKHOCTB IOSIBICHUSI HOBBIX KHOEpyrpos,
MIPUBOJISIINX K OCTAHOBKAM ITPOU3BOJICTBEHHBIX IIPOLECCOB, aBapusIM U KaTacTpodam. BosHnkaeT He0OX0ANMOCTE BOCCTAHOBICHHS
paboter KM u cuctemsl X HHPOPMAITHOHHON 0€30MaCHOCTH B 9TUX YCIOBUAX. DTO MOXKET OBITH YCIIEITHO BBITIOTHEHO TOIBKO IPH
CO3/1aHUH CHCTEMBI yNPaBIEHHs HEPEPBIBHOCTHIO 00ECTIEUEHNS 3aUThl HHYOPMALUU U €€ BOCCTAHOBICHHUS MOCIHIE MTPOBEAECHHBIX
kubeparak Ha ACYV.

Kniouesvle ciosa. yrnpasieHHe HEIPEPHIBHOCTBIO OM3HECa, KpUTHYECKas HHpopMaloHHas nHdpacTpykTypa, nHdpopmarronHas 6ezomnac-
HOCTbB, MOJIETTb PHUCKOB.
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Business Process Continuity Management at Critical Information
Infrastructure Facilities in the Energy Sector from the Information
Security Standpoint

A.S. Minzov, A.Yu. Nevskiy, M.A. Pasova

The article substantiates the introduction of a new mechanism into the information security (IS) management system for critical information
infrastructure (CII) facilities. The proposed mechanism is based on ensuring the continuity of processes for managing power sector
facilities. The existing regulatory framework supporting the CII information security does not consider the process continuity supporting
mechanisms as an integrated CII recovering system in the event of information security jeopardizing incidents at energy sector facilities.
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The studies were carried out using a system analysis for describing the IS management continuity mechanism, risk theory and its applications
in the field of information security, logical algebra for describing the conditions and constraints under which the information security
management continuity mechanism operates, and the theory of fuzzy sets and quantities for calculating indicators of risks connected with
ensuring the information security system continuity at CII facilities.

The results obtained do not come in contradiction with the current regulatory documents on CII protection and can be used to improve the
protective properties of energy facilities in the event of information security incidents that can cause their shutdown. These solutions are
economically justified.

The existing regulatory documents for CII protection are based on ensuring the confidentiality, integrity and availability of information in
information systems. However, they are poorly suited to cope with the possibility of new cyber threats to occur that may cause production
process shutdowns, accidents, and disasters. Under these conditions, a need arises to recover the operation of the CII and their information
security systems. This can only be done by setting up a system for managing the continuity of information security and recovering it after
cyber attacks on the 1&C.

Key words: business continuity management, critical information infrastructure, information security, risk model.
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Cocrosinne Bonpoca

VHTeHCHBHOE  pa3BUTHE  BBICOKOTEXHOJIOTMYECKON
MIPOAYKIMH, WH(OPMAILMOHHBIX TEXHOJIOTHH W CHCTEM
koMMyHuKalui B Hauase 2000-X IT. mpUBEO K MAaCCOBOMY
BHEJIPEHHIO HOBBIX IUIaT(GopM MH(OPMAIIMOHHBIX U aBTO-
MaTHU3UPOBAHHBIX CHUCTEM YIPABICHUS TEXHOIOTHYECKH-
MH ¥ MPOM3BOJCTBEHHBIMHU TIporieccamu. OTHOBPEMEHHO
C 3TUM BO3HMKJIH ¥ TPeOOBAaHUS K ITOBBIICHNUIO Oe30mac-
HOCTH JaHHBIX CHCTEM, 0COOCHHO K KIaCCH(UIMPYEMBIM
KaK 3Ha4MMble OOBEKThl KPUTHYECKOH MH()OPMAIIOHHOW
undpactpykrypsl (KMU). K Takum oObekTaM OTHOCST:
NH()OPMALMOHHBIE CHCTEMBI, MH(POPMALMOHHO-TEIEKOM-
MYHHUKAallMOHHBIE CETH, aBTOMATH3MPOBAHHBIC CHCTEMBI
YIPaBICHUS, a TAKXKE CETH JIEKTPOCBSI3H, UCIIOIb3yeMble
JUIS OpraHU3alluk UX B3anMOJEHCTBUS M (DYHKIHOHHPY-
fomme B cdepe 37paBOOXpaHEHUs, HAayKH, TPAHCIOPTa,
CBSI3M, DHEPreTHUKH, OAHKOBCKOW cepe W HMHBIX cdepax
(MHAHCOBOTO PBIHKA, TOIUIMBHO-3HEPIeTHYECKOI0 KOM-
IIeKca, B 00JacTH aTOMHON JHEpruu, OOOpPOHHOH, pa-
KETHO-KOCMHYECKOW, TOPHOJO0OBIBAIOIIEH, METaTypri-
YECKOH UM XUMHMUYECKOH mpoMmblineHHOCTH [1]. Tlepeuens
oovexroB KU Bkitoyaet, kak NMpaBHIIO, HENpPEPHIBHBIC
MIPOM3BOJICTBA, OCTAHOBKA KOTOPBIX MOXKET MPHBECTH K
3HAUUTENIbHBIM HETATUBHBIM HOCIIEACTBHAM KaK Ha TEPPH-
TOPUH TIPOU3BOJICTBEHHOTO OOBEKTa, TaK M B MacIITadax
ropoja, peruoHa, rocygapcrsa u Mupa [2]. Takux npume-
POB B MHpe MHOrO, a B Poccuu J0CTaTOYHO BCIIOMHHTH
aBapuio Ha YepHoObUTBCKOM ADC, KOTrIa Ipy NpoBeIeHUN
SKCIIEPUMEHTA Ha 4-M YHEProOI0Ke MO ONPENCTCHHIO JITH-
TEJILHOCTH «BBIOETa» peakTopa IOCie €ro OCTAaHOBKU HE
OBUTH IIPETyCMOTPEHBI CUTYAINH, TPUBE/IIINE MPAKTHIEC-
KH K TIOJIHOMY Pa3pyLICHUIO SHEProdjoka 1 OOIIUPHOMY
palMoaKTHBHOMY 3arpsi3HEHNUIO0 MECTHOCTH, TOCIIEACTBHSA
KOTOPOTO TPOSIBIISIIOTCS U cerofus. [lonoOHbIe cutyanun
oTpeOOBaIM Pa3BUTHsI HOPMATHBHO-IIPABOBOI 0a3bl, 10-
3BOJIAIONIEH M30€XaTh MOTOOHBIX CHTYAIMH 32 CYET CO3-
JIaHUSI cucTeM O€30MacHOCTH, a B CIydasX MHOSBICHUS
MHIOMACHTOB 0€3 CEepbe3HBIX IOCIEICTBUII BOCCTAaHaB-
JIMBAIOIICH HapyIICHHBIC TPOLECCHl. JTO HarpaBICHHE
obecrieueHust 6e3onacHocTH ObIIO onpeneneHo kak BCM
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(Business Continuity Management), uro B Poccuu cramo
HOBBIM HaIlpaBJICHUEM IPOSKTHPOBAHUSI CHUCTEM 0e30-
MTACHOCTH, CBA3aHHBIM C OOECIIEUCHHEM HETPEPHIBHOCTH
6usneca. [Tonsitue «HerpepbIBHOCTH OusHeca» (Business
Continuity) ompenessiioT KaK CTPaTerndecKyl0 W TaKTH-
YEeCKYI0 CHOCOOHOCTH OpraHU3alWy IUIAHHPOBATH CBOIO
paboTy B ciydae MHIMICHTOB M HApYIIECHWS €€ JCATEIb-
HOCTH, HallpaBJICHHOW Ha oOecrieueHHe HENpephIBHOCTH
JICIIOBBIX OMEpalii Ha YCTAHOBICHHOM IPHUEMIIEMOM
ypoBHe [3]. [Ipu 3TOM, IOJ TEPMUHOM «OU3HEC)» TOApa3-
YMEBAIOT JIFOOBIE MPOLECCHI, UMEIOIIHE CMBICII.
Haubonpiryro M3BECTHOCTh IO 3TOMY HAIlpaBle-
HUIO 00CCIICUCHUsT OC30MACHOCTH TOIYUMIIA CIICIYIOIIHEC
MEXIyHAPOIHBIE W OTEYECTBEHHBIE CTaHAApTHI [3 — §].
B oruere 2021 r. [9], Beimymennom opranuzanuein BCI,
IpUBEJEHA CTAaTUCTHKA MWCIOJIB30BAaHMA  CTaHAApTa
ISO 22301. Pe3ynbrarbl CTaTUCTUYECKUX JAHHBIX MOKa-
3aJIM, YTO TOYTH INOJIOBHHA ONPOIICHHBIX KOMIIAHMH HC-
TIOJTB3YIOT pacCMaTpUBAaEeMBbIil CTAaHAAPT B Ka4eCTBE OCHO-
BBI, HO TaK U HE UMEIOT COOTBETCTRYIOIIEH cepTU(UKAIIH
no Hemy. Kakue BBITOBI MOTYT IOJIYYUTHh KOMIIAHUU OT
cepTu(dUKaNMKU 10 YKazaHHOMY cTaHiapty? W3 maHHBIX
orpoca ciieiyTe, 9YTo OOJIBIIMHCTBO OpraHU3alnil MPOXo-
JUT cepTU(UKALUIO [UIsl TTOBBIILICHHUS CBOCH YCTOHYMBO-
CTH, NIOCJIEA0BATEILHOTO COBEPIIICHCTBOBAHUS 1 KOHTPOJIS
MIPOLIECCOB YIPABJICHUs HEMPEPHIBHOCTHIO OM3HECA, a TaK-
JKe TTOBBIIICHUS SKOHOMUYIECKOH A (HEKTHBHOCTH.
Cutyanust ¢ obecriedeHreM HelpephIBHOCTH OHM3Heca
oopexroB KU B Poccun, Ha Ham B3mIsAA, TpeOyeT 3Ha-
YHUTEJIFHO OOJBIIETO BHUMAHUS. JTO CBS3aHO C TEM, 4TO B
CYIIECTBYIOINUX HOPMAaTUBHBIX ToKyMeHTax [1, 10], onpe-
JISISTIONINX TpeOoBaHus K 3HAYMMBbIM 00bekTamM KU, mo-
HSTHE «HENPEPHIBHOCTBY HE BBLACIACTCS KaK OTICIbHBIN
KPUTEPHIA OLIEHKH WX 3alIUIIEHHOCTH OT Kubepyrpos [11].
Bonpocs! Boccranosnenns KU nocie MHIMACHTOB pac-
CMaTpPUBAIOTCSI B HOPMATUBHBIX JIOKyMEHTaX TOJBKO Kak
JIEWCTBHS B HEINTATHBIX CUTYaLUsX IPHU SKCIUTyaTalluy
3HaunMoro obwrexra KWW [10]. Tlpu sTOM BCe AencTBUsS
OrpaHUYMBAIOTCS TOJBKO HE3HAYMTENILHBIM KOJIHMYECTBOM
PEKOMEHIYyEMbIX Mep, HE TUIAHUPYIOTCS 3apaHee, He y4uu-
TBIBAETCS TOT (haKT, YTO BOCCTAHOBJIEHHE HETIPEPHIBHOCTH
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MoTpeOyeT COBMECTHBIX CITAXKCHHBIX JICUCTBUI Pa3IHUHBIX
ciryx6 oobexktoB KU, Cuuraercs, 94To A1 3TOTO JOCTa-
TOYHO 00ECIICYNTh TaKOE CBOWCTBO MH(POPMAITHH KaK «I0-
CTYITHOCTB», KOTOPOE TOJDKHO 00eCTIEYNBaTh JOCTYI K HH-
(dbopmMaruu 1o 3arnpocy aBTopu3oBaHHOTO cyObekTa. ITpn
9TOM COBEPILIEHHO HE YUUTHIBACTCS TOT (DaKT, 4TO MOHSATHE
«HETIPEPBIBHOCTHY SIBISIETCS] 00JIe€ CIIOKHBIM M BKITIOYAET
KpOME CBOMCTBA «JIOCTYITHOCTBY €IIIE 1 PEAKIINI0 CHCTEMBI
WHPOPMAITMOHHOW 0€301TaCHOCTH Ha HEMIPEIBHICHHBIC K-
Oepyrpo3bl YMBIIIJIEHHOTO XapakTepa U BOCCTAHOBIICHHE
MH()OPMALMOHHBIX CHCTEM M 3aIUThI HHPOPMALUK MTOCIIe
cboeB 1 npepriBanii. CymIecTBYIOMINE MEX/yHapOIHbIC
CTaHIApTHl TI0 MHPOPMAIIOHHOH Oe3zomacHoCcTH [3 — §]
BKJIIOYAIOT MEXAHM3MBI OOCCIEUYCHHS HENPEPHIBHOCTH
OM3HEC-TIPOIIECCOB KaK 00s3aTebHBIC SJIEMEHTHI 3all[H-
Tl HHpOpManmu. [Ipu 3ToM cam MexaHn3M olecriedeHHs
paccMmarpuBaeTcsi ¢ NO3UIMKH HHPOPMAMOHHOM Oe3omac-
HOCTH Kak mukimaeckwii nmporecc Jlemuara PDCA (Plan-
do-check-act). Takoe pa3HOe OTHOLICHHE K ITOHATHIO HE-
MIPEPBIBHOCTH OM3HEC-TTPOIIECCOB CBSI3aHO, HA HAIIl B3IJISI,
CO CIEYIOMUMH (haKTOpaMu.

1. Konnermuy 3anutsl napopmanuun DCTIK ocHOBa-
HBI Ha KJIACCU(UKALINH 3AMTHIICHHOCTH HHPOPMAITHOHHBIX
CHCTEM Ha MOJICTISIX aKTyalbHbIX yrpo3. [Ipu atom GusHec-
MIPOLIECCHI, KaK M OOBEKTHI OLIEHKH MX Oe30IMacHOCTH (MH-
(opMalioHHbIe aKTHBBI) HE paccMarpHuBaioTcs. B atom n
HET HEOOXOMMMOCTH, IMOCKONBKY BCE HWH(OPMAIMOHHEIC
CHCTEMBI 3aIUIIAIOTCS 110 TPEOOBAHUSAM COOTBETCTBYIOIIIE-
ro KJjlacca WK YPOBHS 3aIIMIIEHHOCTH MH(POPMAIIMOHHBIX
CHCTEM. DTO He MO3BOJISIET IUIAHUPOBATh M PEan30BbIBATh
Tpolecchl odecreyeH s HeNpepbIBHOCTH OM3Heca, OTHOCS
UX K QYHKIUSAM JPYTHUX CITyXKO U CTPYKTYP.

2. ns  obecrieueHWsT HETPEPHIBHOCTH OW3HEC-TIPO-
LIECCOB C TOYKU 3PEHUsI MHPOPMALMOHHON 0€3011acHOCTH
HEOOXOIMMO OIEHUTh MX PUCKH, YTO B CYIIECTBYIOIIUX
xoHuenmuax @CTOK He paccmarpuBaeTcs, XOTd U HE UC-
Kirogaetcst copeceM [10].

3. OGecnieueHue HETPEPHIBHOCTH OW3HECA TMPEIo-
JlaraeT IIPOBEJCHUE IPEIBAPUTEIBHBIX MEPONPUATHN IO
CO3IaHUIO CHCTEMBI 3aracoB 00OPYIOBaHHS, PACXOJHBIX
MaTepHaJoB, TEXHUYCCKUX CPEICTB, PE3CPBUPOBAHHIO
KaHAJIOB KOMMYHHKAIWN M CBA3H, OOYYEHHIO TEpCOHa-
J1a, TIPOBEACHNE TPEHUPOBOK U yUEHHH IO BOCCTaHOBIE-
HUIO CUCTEM IIOCJIE€ MHIUIEHTOB U JPYTHX MEPONPUATUN
[3 — 8]. Oto mo3BoisieT npu 00pabOTKE PHUCKOB B KOH-
uenuuu cra"aaproB [12 — 14] yacte ux nepeBOAUTH B
001acTh TPUHIMAEMBIX PUCKOB TIPU OMPENENCeHHBIX YC-
JIOBUAX WU OAHOBPEMCHHOI'O CO3JaHHA JJId HUX CUCTCMBI
BOCCTAHOBJICHUS I/IH(l)OpMaHI/lOHHI)IX CUCTEM, €CJIN YTIPO3bL
9THX PHUCKOB OyIyT peajn3oBaHbl. TakoW IOIXOH Cylie-
CTBCHHO COKpATHT 3aTparhl Ha peallu3aIliio CHCTEM WH-
(hopManmoHHOH 6E30MaCHOCTH.

4. IlpakTH4eckn BCE CYIIECTBYIONIME CUCTEMBbI 3alllH-
ThI HH(pOpMAIINU 0a3UPYIOTCS Ha METOax 3a01aroBpeMeH-
HOTO IIOCTPOEHUSI CHCTEMBI HH(POPMALMOHHOH 06e301acHo-
CTH 10 MOJICTISIM YTPO3 HITH PUCKOB (IIPEBEHTHBHAS 3aIITATA
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nHpopmarnn). OTHAKO B HEKOTOPBIX CITydasiX cO3/1aTh Ta-
KyI0 CHCTEMY JHOO HEBO3MOXKHO, JIMOO HEPaIOHAIBHO
n3-3a Pa3IMYHBIX MaccorabapUTHBIX, JHEPreTUYECKUX,
9KOHOMHYECKHX W JIpyTHX OrpaHW4eHuil. B atux ciyuda-
X TIPU ONPEACICHHBIX YCIOBHAX BO3MOXKHO CO3/IaHUE
CHCTEM YyINpaBJeHUS] MH(OPMAIIMOHHOW 0€3011acHOCTHIO,
OoCHOBaHHBIX Ha BoccraHoBineHnn ¢yHkuuit IC (ACY) u
cucTteMsl ux Oe3omacHocTH. Ilo cymiecTBy, Takue cucre-
MBI Pa0OTAIOT 10 IPHHIUITY «PELICHHE MPoOJIeM 10 Mepe
UX TOCTYTJICHUs» (MHIUACHTHAs MOAENb HH()OPMAIOH-
HOHW 0e301acHOCTH). MOXKHO MPEAIOIOKHUTh, YTO 1000~
Hasl MOZIENb CHCTEMBI MH(OPMAIMOHHOW 0€30MacHOCTH
HalJeT MPUMEHEHNE B YCIOBHUSIX JKECTKUX OTPaHWICHUMH,
HalpUMep, B YCJIOBUSX KOCMOCA, arpeCCUBHON BHEIIHEH
cpensl U B p. OTMETHM, YTO STOT HOAXOJ K MOHATHUIO «HE-
MIPEPBIBHOCTEY B TEOPUH Pa3pabOTKU CUCTEM YIPaBICHUS
nH(OPMALMOHHOH 0€3011aCHOCTBIO B HACTOSIIIIEE BPEMs HE
paccmarpuBaeTcs.

Takoe paznuune B MOHUMAaHUH TEPMHUHOB «HEIPEPHIB-
HOCTb» U «JocTynHocTh» At KU aBnserca npuHIumm-
ABHBIM U TpeOyeT pa3padOTKH MOJICITN OTTUCAHUS JAHHBIX
MIPOLIECCOB, METOIUK U YCJIOBUIH 00€CIECUEHNUs HETIPEPhIB-
Horo ¢ynkiponnpoBanust KU nmpy BOZHMKHOBEHUH WH-
IIUJICHTOB MH()OPMAIIOHHOW 0€30MacHOCTH.

AHaM3 CyIIeCTBYIONUX PadoT Mo mpobiemMe BoccTa-
HOBJIEHUs HerpepbiBHOro (yHkuuonupoBanuss KU mo-
CJIe MHIMJCHTOB ITO0Ka3ajl CIEAyIoIIee.

Bonpocsl BoccTaHOBIEGHUSI OOBEKTOB JHEPrOCHUCTEM
nocie Kkubeparak paccMaTpuBalIi € MO3HUIUH KHOepyCTOH-
YHBOCTH PHEPTOCHCTEM, XapaKTEePU3YIOMIEHCsI CIOCOOHO-
CTBIO K UX BoccTaHoBneHHIo [15]. [Ipaktudecku Bce mpen-
JIaraéMble 3alllUTHBIE MEPONPUSLTHS ONPEAEIISUIN TONBKO C
TOYKM 3pPEHUS yXKE M3BECTHBIX TEXHOJOTWi KubOeparak n
BCTpaMBald B apXUTEKTYpy HH(pOpPMaIMOHHON Oe3orac-
Hoctu KWU [16, 17]. [lo cymecTBy 5TOT MOAXOA Mpe-
CTaBISIET COOOH Ty k€ MPEBEHTHBHYIO CHCTEMY 3aIHUTHI
nH(OpPMALUK C HEKOTOPBIMH JIOTIOJHHUTEIBHBIMU (PYHK-
IUSIMU apXUTEKTYPbl HH()OPMAIIMOHHOW CHCTEMBI B (op-
Me DyOnmpoBaHUsl PabOTHI OTAENBHBIX €€ KOMIIOHEHTOB.
EnvHCTBEHHBIN 2JIEMEHT BOCCTAHOBJIEHHSI YHEPIOCUCTEM
NIPE/UIOKEH TIPH HEM3BECTHOW KuOeparake B BHJE Iepe-
XOla Ha PYYHOW PEXKHUM YIPABJICHUS IHEPrOCHCTEMOM.
OnucanHas B [17] apxutekTypa 3KCIEPTHON CHCTEMBI HE
pemraer 3ajaqy BOCCTAaHOBIICHHSI SHEPIOCHCTEM TIPH KHOe-
parakax «HyJIE€BOTO JHs», TAK KaK HE ONpeelsieT IpaBuia
MOBEJICHHS TIPH ATUX CUTyauusix. TakuM oOpaszom, cyie-
CTBYIOIIHE TTOJIXO/IBI K 00ECTICUCHNIO KHOEPYCTOHIMBOCTH
HHEProcHUCTeM, B IIEJIOM, He obecrneunBatoT pabory KUU
nocie Kubeparak «HyJIEBOTO JHS», M 3TO TpeOyeT MmpoBe-
JICHUS! TOTIOTHUTEIBHOTO NCCIIEJOBaHNS.

MopneJib HenpepbIBHOTO pyHkuuonuposanus KUNU
¢ no3uuuii ”HPOPMALMOHHOI 6e30MACHOCTH

Mopgenu 6e30MacCHOCTH B COBPEMEHHBIX KOHIICTIIIHSIX
CO3IAK0T JIN0O Ha OCHOBE aHAJIM3a YIPo3 U MOCICIYOIIC-
TO OMpEICICHHS Kacca WIH YPOBHS 3alUIICHHOCTH HH-
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(dbopmanmonHnoii cuctemsr [10, 18], 1160 Ha OCHOBE OIlCH-
KH PHCKOB MH(OpMaNMOHHOH Oe3omacHoctu [12 — 14].
AHanu3 yrpo3 JI0CTYITHOCTH MH(pOPMAINH, TIPOBEICHHBIN
¢ Mcnosib30BaHKeM 0a3bl aHHbIX yrpo3 @CTIK [19], mo-
KazaJl, 4TO HETOCPE/ICTBEHHO Ha MH(OpPMALMOHHbIE CH-
crembl KU 00BEKTOB SHEPTETHKHI BO3IEHCTBYIOT CIEITy-
FOIIIMe OCHOBHBIE Yrpo3s [15]:

e YBI. 140. Yrpo3a npuBeieHUs] CUCTEMBI B COCTOSI-
HUE «OTKa3 B 00CITyKUBAHUN;

e YBI. 164. Yrpo3a pacnpoCTpaHEHUs COCTOSIHUS
«OTKa3 B 00CITy)KMBaHUI» B 00Ja4HON MH(PPACTPYKTYpE.

OHM peanu3yloTcs Yepe3 MHOXECTBO CLIEHAPHEB KH-
Oeparak Ha KWW, Oompimas 4acTh W3 KOTOPBIX, KpPOMeE
N3BECTHBIX YSI3BUMOCTEH, MCHOJIB3YIOT YSI3BUMOCTH «HY-
JieBoro AHs». Kakaplil cieHapuil pean3aluy 3TUX yrpos
TpeOyeT OIpe/IeNIEHHOT0 KOJIMYeCTBA IPUHUMAEMbBIX Mep
3alIUThI, KOTOPbIE BPSJ JIK BOOOIIE BO3MOXKHO PEajn3o-
BaTh B MOJHOM oObeMe. B 0asze manubix yrpos [15] npen-
craBieHo Oosee 150 yrpos, cBSI3aHHBIX C OJHOBPEMEH-
HBIM HapylIeHHEM KOH(HICHINAIBHOCTH, LEIOCTHOCTH
1 JOCTYITHOCTH MH()OPMAIMHN IIPU PA3IMYHBIX CLEHAPHUIX
IIPUMEHEHHS TAaKTHK M TEXHUK IPOHUKHOBEHMS B MH(OP-
MarronHsle cucteMbl KU wepes nx ys3umoctu [16].
CrnenoBarenbHO, B JTFOOOM Cllydae TOSBISIOTCS WHITHICH-
TBI 110 JIOCTYNHOCTH K MH(popManuu. OTcroia BOSHUKAET
HEOOXOANMOCTh PELICHUS JIBYX 3a/1a4:

® Co3JaHusl KOMIUIEKCHON cucteMsl 3amuTtsl KUU ot
KnOeparak, BKJIIOYAIONIEH TPEeBEHTHBHBIE, IPOAKTHBHBIC U
aKTHBHBIC METOJIbI 3AIIUTHI HH(POPMANNH, 00eCTIeunBaro-
e HePEPHIBHOCTH (pyHKIMOoHMpoBanus K,

® [IPOEKTHPOBAHUS CUCTEMbI HEIPEPBIBHOTO (DyHKIIH-
onnpoBanus KU nocne mossnenus nuiuneHtos b 3a
CUET CBOEBPEMEHHOIO BOCCTAHOBJIEHUS CHUCTEMBI YIIpaB-
nennst KMU, noasepriueiics kubeparakam.

CrenoBarenbHO, TOJTHAST MOJIEIb 00ECIICUEHNUS HeTIpe-
peiBHOCTH (pyHKIOHHpoBaHus KWW ¢ mosummii mHbOp-
MAITOHHOH 0e301macHOCTH S MOKET OBITH TIPE/ICTaBIICHA B
CJICIIyIOIIEM BH/IE:

S=50N8,N8,NS, (1)

rae Sp — cucTemMa obOecreueHusl TOCTYIMHOCTH HH(OpP-
MAITMH 33 CYET IPSAYIPESKICHUS WHIMICHTOB Ha dTarmax
paHHETO BEHISBICHUS U OJIOKUPOBAHUS CIICHAPUCB UX pea-
JU3AIIH Ha OCHOBE aHaJN3a COOBITHH.

B mHacrosmiee Bpems [aHHas 3amada  pemraeTcs
CpeAcTBaMH TPOAKTUBHON 3ammTel [20] myTem oOHapy-
JKEHUST KOPPENAUNA MEXTy COOBITHSIMH W MX Tpadudec-
KOTo BHU3yalbHOTO aHanmu3a cpenctBamu SIEM (Security
Information and Event Management) B meHTpax oOpa-
6otkn panHbx (SOC — Security Information and Event
Management). YpoBeHb ITOJHOH aBTOMAaTH3alUU OOHApPY-
JKCHUS CIICHAPHEB aTaK K HACTOSAIIEMY BPEeMEHH TTOKa eIle
HE JOCTHUTHYT JaXKe IT0 M3BECTHBIM KHOepaTakaM, a CyIie-
CTBYIOIINE JIOTHKO-THHIBUCTUYECKIE MOJCTH OIMUCAHUS
yrpo3 [21] mMano mpumMeHUMBI A1 (GopMaTu30BaHHOTO
OITUCAHUsI ¥ TTOCIIEIYIOIIEro TTOMCKa CIICHAPUEB Pa3BUTHUS
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MHUUACHTOB. PelieHne 3Toi 3aauy 103BOJIUT 3HAUUTEIIb-
HO TOBBICHTh A(P(EKTHBHOCTH CHCTEMbI MPOAKTHBHOU
3amuTel KM 1 CHU3WUT BEpOSATHOCTH MOSIBICHUS MHIIM-
JICHTOB MH(pOPMAIMOHHON 0E30MaCHOCTH M NPEpPbIBAHMS
TeXHoJoruueckux mnpoueccos B K.

§,— cucrema 3a0/1aTOBPEMEHHOTO PEATUPOBAHNS Ha
WHIUACHTBI, CBS3aHHbBIC C HApYIIEHHEM KOH(HICHIHAIb-
HOCTH, LEJIOCTHOCTH U JIOCTYIHOCTH MH(popmaryu (Tpe-
BEHTUBHAS 3aIIUTA). 151 3aIUTHI TIEPCOHANBHBIX JAHHBIX
U CIIy)kKeOHOM TalHBI 9Ta CUCTeMa MPOEKTUPYETCS Ha OC-
HOBe TpeOoBaHWII HOpMaTHBHBIX JOKymMeHTOB (DCTOK
[1, 10, 18] n oGecmieunBaeT TOCTYITHOCTH HH(POPMALINH TIPH
BBIMOJIHEHUH TPeOOBaHUH K TexHu4eckoit 3amure KU B
COOTBETCTBHUHM C ONPEICJICHHBIM KJIACCOM 3aIINIIEHHOCTH
WHPOPMAITMOHHON CHCTEMBI. J{JIs 3alTUTHI IPYTUX BHUIOB
HEeKOH(UIeHIIMAILHON MH(OPMAIK UCTIONIB3YIOT HOpMa-
TUBHBIE JJOKYMEHTBI, COOTBETCTBYIOIIHE MEXIyHAPOIHBIM
crarmapram [12 — 14].

S, — cucrema obecrnedenust JOCTYITHOCTH HH(pOpMa-
MM Ha JTare aKTHMBHOW 3allMThI C MCIOJIb30BAHHEM aH-
tuBupyctoro I10, cucrem IDS (Intrusion Detection Sys-
tem — cucremMa oOHapyXeHHs BropkeHH) u IPS
(Intrusion Prevention System — cucTema mpenoTBpaiie-
HUSI BTOpKeHHH). DTo >(QeKTHUBHAS CHUCTEMa 3alHUThI
KHMMU oT u3BECTHOrO BPEIOHOCHOIO KOAA.

S — cucrema BoccTanoBneHus ynpasnenus KUH mo-
clle MHIWJEHTa HMH(pOpManuoHHO# Oe3omacHocTu. OHa
co3laeTcs 3apaHee W BKIIOYAeT B ceOs HaOOp IUIaHupye-
MBIX, PEaJM3yeMbIX M MOJJICPKUBACMBIX B MOCTOSHHOU
TOTOBHOCTH OPTaHU3alMOHHBIX ¥ TEXHHYECKUX PEIICHHH.

OcTanoBuMCs OoJiee TOIPOOHO Ha CO3MaHUU CHCTEMBI
S . B OCHOBY MIaHMPOBAaHMSA €€ OPraHU3ALMK MOJ0XKEHA
MOJIeNIb PUCKOB BOCCTAHOBJICHHUSI CHCTEMBI YTIPaBICHUS
KWU u obecnieueHus ee nHHOPMAIMOHHON OE30MaCHOCTH
P CIEAYIOIUX YCIOBUSAX:

vr.(1; € R),(At, 2 At) > (1, €8,), )
rje 7, — 3HaYeHUe pucka oOecredeHus HENpephIBHOCTH,
[P KOTOPOM BOCCT@HOBJICHHE HApyLICHHBIX OTJEIBHBIX
MIPOLIECCOB HE BBI3BIBAET HEAOMYCTUMBIX IO JUINTEIBHOC-
TH Af, MX TIpEPBIBAHKH; AT, — NPEAEIBHOE 3HAYEHUE BPE-
MEHHU MPEpbIBaHMS MTPOIECCOB, IPH KOTOPOM HE ITPOSIBIIS-
I0TCS HETAaTHBHBIE MOCTIECTBAS OCTAHOBKH; AT, — BpPEMS
BOCCTAHOBIICHUSI CUCTEMbI YIpaBICHUS! U MH(OOPMAIHOH-
HOH 0e30MacHOCTH MOCIIe MHIUICHTA.

C ydetoMm TpeboBaHMil cTaHAapTa [7] MOAETH PUCKOB
R BoccranoBnenus cucrembl KUU u ee undopmaronnoi
0€3011aCHOCTH BBITVISIIUT TaK:

Refudaondalal o)

e ¢, — YTpo3a, MPUBOAAMIAS K MHIHUAEHTY MH(OpMAIy-
oHHO¥M Oe3omacHoctu st KUW u nipepbiBaHuio ero aes-
TENbHOCTH; @ — KPUTHYHbIH MH)OPMAIMOHHBIH aKTUB
U €r0 IIEHHOCTh B MPHUHATON cucTeMe MeTpuk (k ompene-
JISIT OTHOIIIEHHE K 3TOMY aKTHBY KaK K BO3MO)KHOM IIeTTH
KuOeparaku), HapylICHUE ICSITEIbHOCTH aKTHBA MOXKET
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MIPUBECTH K HEraTUBHBIM nocuenctsusiM ains KMHM nocre
MHIHMIEHTa HHPOPMALMOHHON 0€301acHOCTH; 7, — BEJIH-
YMHA TPEJOTBPAIICHHOTO yIiepOa B NMPHUHSTOW CHCTEME
METPHK IIPH BOCCTAHOBJICHUH cucTeMbl ynpasienus K1UHU;
{Cij} — Mepbl TI0 BOCCTAHOBJICHHIO HETPEPBIBHOCTH (KO-
JIMYECTBO MEpP j MOXKET OBITh HECKOJIBKO JJISl i-TO PUCKA),
BEIOMpaeMbIe TAKMMH, YTOOB! BBHITOTHSIIOCH ycIoBHE (2);
z,— obLuye 3aTpaThl Ha 00PabOTKY i-ro PUCKa.

PaccmoTrpeHHast Mozieib pUCKOB (3) HECKOJIBKO OTIHYa-
eTcst OT Ipyrux mozeneu [7, 13, 22], Tak kak HE UCIOJIb-
3yeT (akTop ysa3BUMOCTEH MH()OPMAIIMOHHBIX aKTHBOB. B
€€ OCHOBY I0JIOKEHbI KpUTHYECKHE HH(POPMAIIMOHHBIC aK-
THUBBI, BO3/IEHCTBUE UHIUICHTOB HH(POPMAIIMOHHOHN 0e30-
MTAaCHOCTH Ha KOTOPBIE BEJIET K HEraTHBHBIM HOCIIEACTBHAM
KWU u npepbiBaHuUIO €10 AEATENBHOCTH. J1JIs1 OLIEHKH pHC-
KOB MOYXHO HMCIIOJIb30BaTh CJIEAYIONIME MpaBuia BhIOOpa
1eJiel yMBIIIIEHHBIX aTak Ha cucteMbl ynpasienus: KUN:

® 11cTh KubepaTak — Haubolee KpUTHIHBIC HH(OpMa-
LIMOHHBIE aKTHBBI, BBIBOJ U3 CTPOSI KOTOPBIX NMPHUBOIHUT K
MOSBJICHUIO 3HAYNUTENBHBIX MOIMUTHYECKHUX, COIHAIBHBIX,
SKOHOMHYECKHUX U IKOJIOTMUYECKHUX TocneacTsuii [18];

® 1ienb Kubeparak — MH(GOPMaIMOHHBIC aKTHBBI, BbI-
BOJ] U3 CTPOSI KOTOPBIX TPeOyeT 3HAUUTENbHBIX yCHWINI 1
BPEMEHH 110 BOCCTAHOBJICHUIO cHCcTeMbI ynpanenus KN
1 MH(POPMAIIMOHHON 0€30MacHOCTH.

Vai,(al. eA),(rmax Sri),(Ati > Ato). @)

Monenb, nogo6Has (3), opueHTUpOBaHHAS HA BOCCTa-
HOBJICHHUE CUCTEMbI YIIPaBJICHUA KN II0CJIC UHIIUACHTOB,
MOYKHO HCIIOJIb30BaTh U B JAPYTHX KOHIICTIIUSX CO3IAHUS
CHCTEM YTIpaBlieHUS WH()OPMAIMOHHOW O€301MacHOCTHIO
KHU. B 3rom citydae ynpaBileHUE PUCKaMHU IIPOXOIUT C
y4eToM (aKkTOpOB yIrpo3 U ysa3BUMOCTEH V..

R:{ti!anvi’ri’ATi’ci ’Zf}' ®)

[apametpsr (¢, af, r) B mogemu (3) u (¢, a, v, r) B
Mozenu (5) OLEHUBAIOTCS METOJIOM HEYETKUX MHOMKECTB
[23, 24]. ITapameTps! 3a1at0TCs B (hOPME JIMHIBHCTHYEC-
KHX TTEPEMEHHBIX, KaKIast U3 KOTOPHIX OMPENeIsIeTCs CO-
OTBETCTBYIOIIMM MHO)KECTBOM HEUETKUX IE€PEMEHHBIX
(TepMOB) B 3aJIlaHHBIX MHTEPBaJax U (PYHKIHMSIMH IIPHHA/-
JIeKHOCTH. Bitok npaBuit 00paboTKH PUCKOB KOHCTPYHPY-
€TCsl U3 YCIIOBHIA:

® 3HAYCHHS PUCKOB YBEIMYHBAIOTCA C BO3PACTAaHHEM
LIEHHOCTH MH(OPMALMOHHBIX aKTUBOB, BEJIMYHHBI YSI3BU-
MOCTH CHUCTEMBI U MEPbI OACHOCTH yTPO3BI;

® YpOBEHb JIOBEPHsI K MPABHIIY BO3pPACTAaeT Ha TpaHU-
[Iax MHTEpBaia pUCKa.

Onpenenienne mapaMeTpoB PUCKa 7, NPOUCXOIUT TIO-
cie mporenypsl nedasuduranui. [orpenmHocTd OneHKH
KaX/IOTO PUCKa 3aBHCAT OT KOJIMYECTBA TEPMOB B JIMHT-
BUCTUYECKUX MEPEMEHHBIX, KOPPEKTHOCTH U HENPOTHUBO-
peunBOCTH OJIOKa IpaBWJI, BUJA W MapaMeTpoB (QyHKINH
TIPUHAIIC)KHOCTH.

MonenupoBaHue OTHOCUTEIBHOMN MOTPEUTHOCTH OLIEH-
K{ CyMMapHOTO 3Hau€HHsI pUCKOB R TIOKa3ajo, 4To pacrpe-
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JIeJIEHUE ITUX OI[CHOK MOAYMHAETCS HOPMAJIBHOMY 3aKOHY
pacrpejiesieHus CllydailHbIX BEIMUYUH U, B 3HAUYUTEIbHOI
CTETIEHH, 3aBUCUT OT KOJIMYECTBA PUCKOB 71.

IIpu pa3smepe marpuibl pUCKOB, paBHOM 50, MakcH-
MaJlbHOE 3HAu€HHe MOrpemHocTd He mpesbimaeT +£10%.
C yMeHbBIIIEHHEM KOJIWYECTBA PHCKOB MOTPEIIHOCTD yBE-
muunBaetcs 10 30% (mpu n = 10). D10 yTBEp)KIEHHUE CO-
rIacyerTcs ¢ LeHTPaIbHON NpefeabHON TEOPEMO, KOTopast
YTBEPIKAAET, 4TO CyMMa JJOCTaTOYHO OOJIBIIOr0 KOINYECT-
Ba ciab0 3aBHCUMBIX CIIy4alHBIX BEJIMYHMH, MMEIOIINX
MIPUMEPHO OAWHAKOBBIE MacITaObl (HM OHO W3 cliarae-
MBIX HE JOMHHHAPYET ¥ HE BHOCUT B CYMMY OTIpEIeISIONIe-
ro BKJI3Ja), MMEET pacupesesieHne, OnM3koe K HOpMaiib-
HOMY. YCTOMYMBOCTb ATHUX OLICHOK 3aBHCUT OT CTATUCTHKH
CIy4yailHbIX BEJIUYMH IIOKa3aTeled [ulsl KaXKIOro pHUCKa,
CTETICHN HEe3aBUCHMOCTH PUCKOB U KOJIMYecTBa 00padarhl-
Ba€MBIX PHCKOB.

Jlng ycTpaHeHus! BOSMOXKHOCTH NEPEOIICHKH 3HAUCHHH
PHUCKOB IIpU OJHOBPEMEHHOM BO3/IHCTBUU HA aKTUBBI HE-
CKOJIBKHMX YTPO3 UCMOJIB3YIOT IIPOLENYPY KOPPEKIIUU CyM-
MapHOTO 3HAUEHUSI PUCKA U OTIENbHBIX PUCKOB [21].

JIis OLEHKH CyMMapHBIX 3HAUEHMI 3arpar Z CilyxkKar
peallbHble 3HAYEHHs CTOMMOCTH TEXHUYECKHX CPEICTB
3anMThl MHGOpMamu apyrux 3arpar. [Ipu atom nomkua
OBITH 00513aTEIIFHO NCKIIIOUYEHA BO3MOKHOCTH IIOBTOPHOTO
UCTIONB30BaHMs TEXHUUYECKUX CPEACTB 3aILUTHI IS pas-
HBIX PHCKOB.

Jranbl NJIAHHPOBAHMS HENPEPHIBHOCTH
bynxnmnonnposannsa KUU ¢ no3numii
HHPOPMALIMOHHOI fe30macHoCTH

B coorBercTBHM ¢ TpeOOBaHMSAMH HOPMATHUBHBIX JI0-
KyMeHTOB [7, 14], kaxxnas opranu3aius ods3aHa obdecrie-
YHUTh HENPEPHIBHOCTHh MH(OPMAIIMOHHOW 0€30MacHOCTH B
TIpoleccax yIpaBJeHHUs HETPEPHIBHOCTHIO OM3HECa U BOC-
CTaHOBJICHUS CUCTEMBI ITOCIIe MHINAEHTOB. C 3TOH HENbIo
JIOJDKHBI OBITH pa3paboTaHbl COOTBETCTBYIONIME IUIAHBI 1
MIPOLIETypBl PEarnpoBaHUsl Ha MHIUICHTHI M BOCCTAHOB-
JICHWE HapYIICHHBIX MPOLECCOB 3amuThl HHpopmalu. B
OCHOBE 3THX JIOKyMEHTOB ITOJIOJKEH IIaH 00pabOTKH pHC-
KOB HENPEPHIBHOCTH HMH(OPMAILIMOHHONW 0€30MacHOCTH
st KU o monensim (3), (5). st 5Toro Heo0Xoaumo:

1) onpenenuTh MCXOIHBIE JaHHbBIC, OTHOCSIIMECS K
KOHTEKCTy opraHuzauuu D: ycraB, cTpykrypy KU, Tex-
HOJIOTHH U Tpoliecchl cOopa u 00padboTku mHpopmaruu,
ACY u ACYTII, cymecTBYyONYI0 apXUTEKTYPY CUCTEMBI
MHPOPMAITHOHHON 0e30MacHOCTH W ee pa3MelIeHHe, WH-
(hopMaIMOHHBIE aKTUBBI, PE3YJIBTAThI ayUTa UH()OPMAIH-
onHol 6e3omacuoctu KNU;

2) mpoaHaJIM3MPOBaTh KPUTHYHOCTH HH(GOPMAIINOH-
HBIX aKTHBOB JJIsl 00€CIIeYeH s HEPEPhIBHOCTH OW3HEC-
TIPOIECCOB M0 YCJIOBHAM () M OLIEHUTh MapameTp At

3) IPOBECTH OLIEHKY PUCKOB HEIPEPBIBHOCTH MH(OP-
MAaIMOHHOH Oe3omacHoCTH (3) M BBIOOP Mep KOHTPOJS H
YOpaBICHUS TPY BBITOIHEHUH YCIOBHS (2). Bo3MOXHBI 1
UHBIE TTOIXO/IBI K OLIEHKE pHcKa [23, 24];
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4) oLIeHUTH 3aTpaThl HA MEPBI KOHTPOJIS U YIIPABICHUS
z;

5) onieHuTh 00IIMe 3aTpaThl U BHIOpaTh BapHaHT BOC-
CTAHOBJICHUS O 3a/laHHBIM KPUTEPUSIM MJIM OTrpaHUYCHH-
SIM;

6) BBECTH CCBUIKM Ha MPOLEAYPHl BOCCTaHOBIECHUS
pHUCKa U OTBETCTBEHHBIX 3a X BBHITMIOJIHEHHE, a ONHCAHNE
MIPOLETyp BOCCTAHOBICHHS B NPHIOKEHUAX K IUIAHY B
u1aH 00pabOTKH PUCKOB;

7) IOBTOPUTH AEHCTBHS 11O OIIEHKE OYEePETHBIX PUCKOB
cim. 2;

8) orleHUTh APQPEKTUBHOCTh IUIAHUPOBAHUS HEIpe-
PBIBHOCTH MH(OPMALIMOHHOM 0€30I1aCHOCTH.

3akJ/ouenne

TenjeHIMN yBEIMUYCHUS! KOJMYECTBA M CIOXKHOCTH
CIICHapHeB peanu3anuu kubepyrpo3 B orHomenuun KNUU
NOTPeOOBaIM COBEPILCHCTBOBAHMUS CYIIECTBYIOIIEH HOp-
MaTHBHO-IIPABOBOM 0a3bl, MO3BOJISIONIEH HE TOJIBKO MPEe/-
YIPEXaTh U aKTUBHO pearupoBarb Ha COOBITHS, IIPHUBOIS-
IIMe K MHIUACHTaM, HO U BOCCTaHABIIUBATH HAPYILICHHBIC
MPOIECChl HA O0BEKTaxX DHEPreTHUKU. DTO U ONPENETUIO
LeJIb MCCIIeJOBaHMsl — pPa3padOTKy MeXaHHW3Ma yIpaB-
JieHns1 MH(POPMAIIMOHHON 0€30MacHOCThIO ISt 0OBEKTOB
KNH, ocHOBaHHOrO Ha OOECIEUEHHUH HENPEPHIBHOCTH
NPOLIECCOB YIIPaBJIeHUsT OOBbEKTAaMU JHEPreTUKH ITyTEeM
IUIAHUPOBAHUS 1 BOCCTaHOBJICHHS cucTeM ynpasienus b
[PY BO3HUKHOBEHUH WHIIACHTOB HH()OpMAIIMOHHON 0e3-
oracHocTu. CylIecTBYIOIIME HOPMATHBHBIC JOKYMEHTBI
no 3amre KW ocHoBaHbl Ha oOecrieueHUH KOH(HICH-
[IUaJIHOCTH, LIEJIOCTHOCTH ¥ IOCTYITHOCTH HH(POPMALIUH B
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MH(OPMALMOHHBIX CHCTEMaX M C1ad0 pearnpyroT Ha BO3-
MOXKHOCTb TTOSIBJICHUSI HOBBIX KHOEpYIpo3, PUBOJSIINX K
OCTaHOBKaM IPOM3BOJICTBEHHBIX MPOIECCOB, aBapUsIM U
katactpodam. Bo3HnKaeT HE0OXOAWMOCTH BOCCTAHOBIIC-
Hust padotel KU u cucrembl ux MHPOpMaMOHHOM 0e3-
OIACHOCTH B THX YCJOBHSIX. ITO MOXKET OBITh YCIIEIITHO
BBITIOJTHEHO TOJIBKO IPH CO3/1aHMH CHUCTEMBI YIPABICHHS
HETIPEPBIBHOCTBIO 00ECTICUEeHNsI 3aIUThl HH(OPMAIMN 1
ec BOCCTAHOBJICHHsI TIOCJIE TPOBEIEHHBIX KHOepaTrak Ha
ACY.

[Tomy4yeHHble pe3ynbTaTbl HE MPOTHBOpEYAT Cylie-
CTBYIOIIIMM HOPMAaTHBHBIM JIOKyMeHTaM 1o 3anture KU
U MOTYT OBITh HCIIOJNIB30BAHbBI Ul YCHJICHUS 3alMTHBIX
CBOMCTB O0OBEKTOB SHEPIETUKHU NPH TOSBICHUN HHIUJICH-
toB Wb, npuBOAsIINX K OCTAHOBKE 3TUX 00bEKTOB. J[aH-
HBIE PELICHUS SBIISIOTCS YKOHOMUYECKH 000CHOBaHHBIMHU.

BoiBoabI

CyIecTByIOmye HOpMaTUBHBIE JOKYMEHTHI 110 3aIIATe
KWW ocHoBaHbI Ha obOecriedeHnH KOH(PHUACHIINATBHOCTH,
LENOCTHOCTH M JIOCTYNHOCTH MH(opMaiu B nHpopma-
LIMOHHBIX CHCTEMax U cJlabo pearrupyroT Ha BO3MOXKHOCTh
MOSIBJICHUSI HOBBIX KHOEPYTpo3, MPUBOMSAIINX K OCTaHOB-
KaM TIPOM3BOJICTBEHHBIX ITPOIIECCOB, aBAPHUAM U KaTacTpo-
(ham. Bo3HuKaeT HEOOXOAMMOCTh BOCCTAHOBJICHUS pado-
el KWW 1 cucteMsl nx uHMOPMAIIMOHHON 0€301MacHOCTH
B 9THX YCJIOBHUSIX, YTO MOXKET OBITh YCIENIHO BBINOIHEHO
TOJIBKO IIPH CO3JAHUU CHCTEMBI YIIPABICHUS HETPEPHIBHO-
CTBIO 00€CTICUCHHUS 3aIIUTH HH(POPMAIIUH U €€ BOCCTAHOB-
JICHHS TIOCTIe TTPOBEICHHBIX Knbeparak Ha ACY.
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